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1. Introduction

A WI on "Support of Subscriber & Equipment Trace in UTRAN" has been approved at the last TSG RAN. There are two mechanisms for the activation of a Trace Session: Management Activation and Signalling Activation. This contribution deals with Management Activation. It is based on the solution outlined in R3-030718.

2. Discussion

2.1 Introduction

Management Activation means that the Trace Session in the RNC is activated/deactivated directly from the RNC Manager (aka OMC-R) using the management interface.

The RNC is configured by the RNC Manager to trace a given Subscriber or a given Equipment. In R99, the CN provides to the RNC the IMSI for an Iu connection using the COMMON ID message. Thus, it is possible to perform Management Activation on the IMSI with R99 protocols on UTRAN interfaces. So, further study is needed only for Management Activation on the IMEI/IMEISV.
2.2 General Principle

The only possibility to fulfill the requirement 2 (see R3-03xxxx) is to leave to the CN the checking of the IMEI/IMEISV on a per-connection basis. To enable that, the RNC needs to be able to send the Trace Configuration to the CN, which will necessitate a new RANAP message.

The CN shall then activate a Trace Recording Session in the RNC whenever needed according the Trace Configuration. This can be done by re-using the CN INVOKE TRACE RANAP message to trigger a Trace in the concerned RNC only for the concerned Equipment.

Overall Scenario
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1.
The RNC Manager (also known as OMC-R) sends a command to configure a Trace in the RNC.


The Trace is identified by a Trace Reference (which is globally unique according to SA5 specifications). The identity of the UE(s) to be traced are included in this Trace Configuration. This can be e.g. a single IMEI(SV) or a mask on the IMEI(SV).

2.
The RNC sends a RANAP message including the Trace Reference and the identity of the UE(s) to be traced. It is proposed to use a new RANAP message for that as no existing message can be re-used.


The actual format of the message is left FFS: it can be dedicated to Trace (e.g. a RNC ACTIVATE TRACE) or more generic (e.g. similar to the INFORMATION TRANSFER INDICATION introduced in Rel-5). It may also be beneficial to include other parameters in this message, but this is left FFS for the time being.

3.
For each UE, the CN checks the IMEI(SV) against the information provided in step 2. If the UE corresponds to an IMEI(SV) to be traced, then the CN sends the CN INVOKE TRACE message to the RNC containing the Trace Reference and the IMEI(SV) (the IMEI(SV) being necessary to easily identify the traced Terminal in the Trace Records generated by the RNC).

Although the IMEI(SV) will be provided over the Iu interface, this will happen only for a handful of UEs (those that are to be traced). So the solution answers requirement 2 as the IMEI(SV) is not sent systematically over the Iu interface for each connection, it happens only when needed for UE tracing based on IMEI.

Open Point: It needs to be further studied whether it is necessary to extend this mechanism to the Management Activation on IMSI.

3. Conclusion

It is proposed to capture the section 2 in a Study Area called "Management Activation".






















